
 

 

RECORD NO: 46 

SECTORIAL STAKEHOLDER 
SURVEYS 

Record 46 of processing operation “Sectorial stakeholder surveys” 

Date of last update 1/12/2021 

Name and contact details of controller ENISA (specific contact per each survey) 

Name and contact details of DPO dataprotection [at] enisa.europa.eu 

Name and contact details of Joint Controller N/A 

Name and contact details of processor 

1) ENISA’s possible contractors supporting the Agency in collecting and further 
processing and aggregating the responses to the surveys (on the basis of specific 
service contracts). 

2) European Commission, EUSurvey tool, https://ec.europa.eu/eusurvey/ 

Purpose of the processing 

The purpose of this processing operation is is to support ENISA's work on different 
domains, in accordance with the Cybersecurity Act Regulation.  

In particular, ENISA, in the context of specific sectorial projects or activities, may 
conduct surveys with key sectorial stakeholders in the field (survey participants). 
The input collected is essential for ENISA to assess current practises with respect 
to cybersecurity in specific sectors. In the context of the surveys, personal data 
(contact information) of the survey participants will also be processed, in order to 
support the evaluation of the results and possible further scheduling of interviews. 
Should the results of the surveys are published, then the results will be published in 
aggregated form and without any personal data of the survey participants. 

Description of data subjects 
The data subjects are cybersecurity professionals and/or other ENISA's 
stakeholders. 

Description of data categories 
Contact data: Name, organisation, country and email. 

Note: the content of the surveys is strictly related to professional information.  

Time limits (for the erasure of data) The data are kept up to one month after the conclusion of the relevant ENISA activity 

Data recipients 
Designated ENISA staff involved in the data processing operation, as well as 
designated staff of the data processors. 

Transfers to third countries No transfers outside EU/EEA are foreseen 

Security measures - General description Security policy of ENISA's internal systems. EC EU Survey tool security policy. 



       
 

 

Privacy statement 
Information provided to data subjects prior to conduction of the survey through a 
data protection notice.  

 


