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Key Points
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1. US Federal agencies use many approaches to balance risk and resources for 
effective and efficient conformity assessment.

2. Three driving considerations: engage stakeholders, maximize transparency & 
leverage existing efforts.

3. Software and cybersecurity bring challenges to conformity assessment.

Certain commercial products, organizations and websites are identified. Such identification is not intended to imply recommendation or 
endorsement by NIST, nor is it intended to imply that the products or organizations identified are necessarily the best available for the purpose.



Conformity Assessment in the U.S. 

Conformity assessment programs are  
tailored to meet specific private and 
public sector needs*

RESULTS IN
The opportunity for effective 
conformity assessment programs at 
the most efficient cost.

*Authorities and regulators may rely on private-sector conformity assessment to support their missions

NTTAA and OMB A119 require federal agencies to first consider voluntary consensus standards and 
reduce industry burden for redundant conformity and compliance mechanisms
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Federal Agency Use of Conformity Assessment 

Legislation & Policy

• National Technology Transfer & Advancement Act

• OMB Circular A-119 Revised*

• WTO Technical Barrier to Trade Agreements (WTO TBT)

• Legislation focused on topic 

Themes

• Agencies should first consider using industry standards (conformity assessment 
standards)

• Agencies should reduce industry complexity where possible (complexity =  
time/effort/cost)

• Consider and leverage private-sector CA programs and other public-sector CA 
programs (where Federal Agencies are consumers of CA information)
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*OMB Circular A-119: Federal Participation in the Development and Use of Voluntary Consensus Standards and in Conformity Assessment 
Activities – 2016



Elements of a Conformity Assessment Program

Foundational Considerations for CA Programs

1. Engage Stakeholders

2. Maximize Transparency

3. Leverage Existing Efforts



Objectives & Goals - Considerations



Considerations for Oversight



Focusing on Program Management



Variation by U.S. Federal agencies 
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Points to remember

1. US Federal agencies use many approaches to balance risk and resources for 
effective and efficient conformity assessment.

2. Three driving considerations: engage stakeholders, maximize transparency & 
leverage existing efforts.

3. Software and cybersecurity bring challenges to conformity assessment.  There is no 
silver bullet. Programs addressing cybersecurity requirements continue to evolve.  
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Questions & Discussion

Lisa Carnahan
NIST/ITL Associate Director for IT Standardization

carnahan@nist.gov
301-975-3362

Visit https://www.standards.gov to learn more about conformity assessment and 
access NIST conformity assessment guidance documents.
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