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Privacy statement for ENISA’s on line data collection for organising events 

All personal data shall be processed in accordance with Community Regulation (EC) No 45/2001 of the 
European Parliament and of the Council (OJ L8 of 12.01.2001, p1) on the protection of individuals with 
regard to the processing of personal data by the Community institutions and bodies and on the free 
movement of such data  

http://eur-
lex.europa.eu/smartapi/cgi/sga_doc?smartapi!celexapi!prod!CELEXnumdoc&lg=en&numdoc=320
01R0045&model=guichett 

Why do we collect the data? 

ENISA’s Secure Infrastructures and Services (SIS) collects basic data about its users in order to provide access 
to invited experts in the BASF tour in Ludwigshafen, Germany. The collected data will be forwarded to BASF 

designated personal which will use it in process of granting access to the premises 

What kind of personal data do we collect? 

We collect data which is required for granting access to BASF premises. Such data includes your name, surname, 

business function, affiliation, Passport/National ID card number, Birth date 

Which technical means do we use to process the data? 

All the data are stored in a database on a server with individual access rights via a browser. All access to your 

data, whether to create, consult or update entries, is via a secure Internet protocol (SSL/https) 

How can you access and alter your data 

[The system allows you: 

 to delete your data by adding a request in the “Report a problem” section or by sending an e-mail to 

resilience@enisa.europa.eu ]. 

Who has access to your data and to whom is it disclosed? 

The following categories will, by default, have access to your data: 

 ENISA SIS managers and BASF representatives; 

 other staff of the institution specifically delegated by a user from either of the abovementioned groups.] 

http://eur-lex.europa.eu/smartapi/cgi/sga_doc?smartapi!celexapi!prod!CELEXnumdoc&lg=en&numdoc=32001R0045&model=guichett
http://eur-lex.europa.eu/smartapi/cgi/sga_doc?smartapi!celexapi!prod!CELEXnumdoc&lg=en&numdoc=32001R0045&model=guichett
http://eur-lex.europa.eu/smartapi/cgi/sga_doc?smartapi!celexapi!prod!CELEXnumdoc&lg=en&numdoc=32001R0045&model=guichett
mailto:resilience@enisa.europa.eu
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How long do we keep your data? 

The data will be kept active for 2 (two) months – or less if decide to delete your account before then. After 3 

months of inactivity, the data will be completely removed from the database. ] 

Which security measures are in place against misuse or unauthorised access? 

The information system is protected against unauthorised use. Only identified authorised recipients have access, 
protected by a login and a password, over a secure internet or intranet connection. Users within ENISA are given 

access rights corresponding to the requirements of their job and only to the data relevant for their purposes 

Whom to contact? 

The following can be contacted on personal data protection issues: 

 ENISA’s SIS project manager, E-mail address: adrian.pauna@enisa.europa.eu  

 ENISA's Data Protection Officer  E-mail address : dpo@enisa.europa.eu] 

Recourse 

You have the right of recourse at any time to the European Data Protection Supervisor:    

mailto:edps@edps.europa.eu  
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