T
Cglag ]

'a,
4}.

’:1/ f/ £ /




THREAT MANAGEMENT
DETECT, PgﬁyggiyljhéiﬁAGE VULN.

— 7 f

—AL



(L1

VISIBILITY

DEV HAPPINESS

QUALITY

SEC POSTURE

COST REDUCTION  AUTOMATION



) — ©
TN w LANAR [ CONNECTIVITY ]—. %
‘;\ || / / ?"\’\\ N \/\7 —_—




TESTING & HUNTING

mL/Al USE ~




CROSS-DISCIPLINARY

SECOPS

PURPLE TEAM

9




ATLAS Matrix

The ATLAS Matrix (ATLAS Machine Learning Threat Matrix) below shows the progression of tactics used in attacks as columns from left to right, with ML techniques belonging to each tactic below. ® indicates an
adaptation from ATT&CK. Click on links to learn more about each item, or view ATLAS tactics and techniques using the links at the top navigation bar.
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