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Name and contact details of DPO dataprotection [at] enisa.europa.eu

leaves.

Description of data subjects

national experts) staff of ENISA.

EUROPEAN UNION AGENCY FOR CYBERSECURITY

e  European Commission Sysper 2, DG HR, HR-MAIL-AS3 [at] ec.europa.eu
under a specific SLA between ENISA and the Commission for Sysper.

. European Commission DG HR Medical Service (HR-BXL-CONGES-
Name and contact details of processor SPECIAUX-MED [at] ec.europa.eu and HR-BXL-CERTIFICATS-
MEDICAUX [at] ec.europa.eu, under a specific SLA between ENISA and
the Commission for conducting medical controls/checks to sick leaves,
processing medical certificates and validate sick leaves and special

The data subjects are statutory (temporary agents, contract agents, seconded




Time limits (for the erasure of data)

Transfers to third countries
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e Data are generally kept for five years (more in cases of appeal) except
where one of the time limits specified below is applicable.

. Data relating to sick leave can be kept for at least three years pursuant to
Article 59(4) of the Staff Regulations, but this time period is extended to
five years in order to cover legal disputes. If a jobholder is transferred to
another EU agency or institution suing SYSPER 2, only the data
concerning sick leave in the previous five years are communicated.

e The retention of data relating to days of annual leave is justified in
particular for the carry-over of days not taken to the following year, but will
be limited to two years (at the beginning of calendar year "n" the data for
year "n-3" will be suppressed).

e Data on part-time work, parental and family leave are generally kept at
least until the end of active service in ENISA or even beyond that period
(since they relate to a subsisting entitlement and may be appealed
against).

Note #1: The data relating to the leaves of ENISA staff processed in other ENISA
internal systems before the migration to SYSPER 2 shall follow the same retention
periods.

Note #2: If data are kept longer than the above-mentioned period, they will be
rendered anonymous in SYSPER 2: the implementation of this action is at the
moment under study by the Commission.

No transfers outside EU/EEA are foreseen.
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