* x European Union Agency
* for Cybersecurity

*

* *

Agamemnonos 14
* e’!’sa Chalandri 15231 | Attiki | Greece
*x x Tel: +30 28 14 40 9711

* * E-mail: info@enisa.europa.eu
www.enisa.europa.eu

RECORD NO: 60

ENISA ADVISORY GROUP - CALL
FOR EXPRESSION OF INTEREST -
APPOINTMENT - OPERATION

Record 60 of processing operation “ENISA Advisory Group - Call for Expression
of Interest - Appointment - Operation”

Date of last update 20/2/25

Name and contact details of DPO dataprotection [at] enisa.europa.eu

e  European Commission’s EUSurvey tool, which is used to collect applications.

e T&T Executive SA contracted by ENISA to support events organisation, in
particular regarding the management of hotel bookings and travel
Name and contact details of processor arrangements for Advisory Group members (www.tntexecutive.gr).

e  Microsoft Ireland operations Ltd that provides the Microsoft Teams platform
via an Interinstitutional Licensing Agreement (ILA) with the European
Commission (to which ENISA is also a party).

Individuals who wish to be considered for ad personam membership of the ENISA
Advisory Group.

Description of data subjects Nominated members and members appointed “ad personam” from an array of
professional backgrounds from Member States and EU institutions, bodies, offices
or agencies.
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For unsuccessfull applicants, application data are deleted upon finalization of the
appointment procedure. For successful candidates ( in the reserve list and appointed
members), the data is kept for a period equal to the duration of the mandate of
membership of the ENISA AG.

For data related to financial transactions, in order to provide an audit trail and allow
queries on past payments at all times, relevant data are kept for up to seven (7) years
in accordance with ENISA's Financial Regulation.

Time limits (for the erasure of data)

No transfers outside EU/EEA are foreseen.

Data are stored and further processed within Microsoft data centers exclusively in

Transfers to third countries EU under the Microsoft data boundary program. Any transfer of personal data
outside the EU/EEA shall be performed in line with the ILA (between the European
Commission and Microsoft) and in compliance with Chapter V EUDPR. Microsoft
has been certified under the EU US Data Privacy Framework.

Available at call for expression of interest and shared with AG members at the

Privacy statement beginning of their mandate
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https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt0000000KzNaAAK&status=Active

