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NIS 2 Directive - State of Play

» Co-legislators reached a political agreement on 13 May 2022 during the third political

trilogue
» COREPER approval on 22 June

> Next steps: EP approval; lawyer linguists checks of the text...

> Final adoption of NIS 2 Directive expected in autumn 2022

European
Commission




Three main pillars of NIS 2
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